Many of you have received the PHISHING email below. Please delete the email and don’t click on any links.

Thanks. Larry

To All Employees\Staff,

Take note of this important update that our new web mail has been improved with a new messaging system from Owa/outlook which also include faster usage on email, shared calendar,web-documents and the new 2016 anti-spam version.

Kindly use the link below to complete your 2016 Outlook Webmail User authentication form.

CLICK on [Outlook Web Access](http://example.com) to update immediately.

Regards,
IT Service Desk Support
02-2-2015
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